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SARBANES-OXLEY 
ACT IS BORN

• Sarbanes-Oxley Act (SOA) contains employee 
“whistleblower” protection

• SOA broadest corporate government legislation 
since 1930's federal securities law enacted

• Death of Enron in December, 2001 gave     
Birth to SOA in July, 2002

• Revelations of accounting fraud (Arthur 
Andersen) and mismanagement in several public 
companies; Enron, WorldCom, Tyco, etc.



NEW PROTECTED CLASS 
OF WHISTLEBLOWERS

• Whistleblowers in federal workplace protected in 
nuclear and aviation industries.  Federal law 
also protects private employees who reveal 
violations  of important public policy; OSHA, 
False Claims Act, Title VII of the Civil Rights 
Act and environmental laws

• New legal rights to employees of U.S. public 
companies and non-U.S. SEC reporting 
companies, who claim retaliation for providing 
information, assisting in an investigation, or 
participating in a proceeding concerning alleged 
violations of U.S. federal securities or anti-fraud 
laws













NEW ERA FOR 
WHISTLEBLOWERS

• Prior to Enron collapse, whistleblowers viewed 
by employer/co-workers as disloyal or 
disgruntled

• Glorified as heroes only in the movies: “Serpico, 
Silkwood, Erin Brockovich and The Insider”

• Whistleblowers heroes du jour: 2002 Time 
Magazine: “Year of the Whistleblower.” Sherron 
Watkins, Cynthia Cooper and Coleen Rowley as 
persons of the year







WHY COMPANIES MUST 
ADOPT WHISTLEBLOWER 

POLICES

• To protect against whistleblower liability
• Give audit committee central role since 

already deals with internal controls and 
auditing matters

• Whistleblower complaints will deal with 
financial matters effecting financial 
statements (10-Qs and 10-Ks)



CIVIL WHISTLEBLOWER 
PROTECTION

• Section 806 of SOA - Whistleblower protection
• Imposes civil liability on a company that takes retaliatory action 

against an employee
• Protects employee who: 1) provides information; 2) causes 

information to be provided; 3) otherwise assists in investigation 
regarding information that employee reasonably believes 
constitutes wire fraud, mail fraud, bank fraud or a violation of
securities fraud or 4) any SEC rule or federal law relating to 
fraud on shareholders

• Employee also protected who: 1) files; 2) causes to be filed; 3)
testifies; 4) participate in; 5) or otherwise assists in a proceeding 
filed or about to be filed relating to frauds listed above

• Prior to SOA no protection for employees of publicly traded 
companies who report fraud.









REASON FOR LAW

• Congress concerned that corporate employees 
needed outlet to report fraud.  Patch work of 
state laws.  Whistleblower in one state might be 
more vulnerable to retaliation than fellow worker 
in another state.

• Congress felt the need to encourage and protect 
those who report fraud to counter corporate 
culture that punishes whistleblowers for being 
“disloyal” or who take “litigation risk.”







PERSONNEL PROTECTED

• Protection applies to all employees of 
a publicly traded company including 
contractor, subcontractor or agent 
of such company



PROHIBITED CONDUCT

• Prohibits firing, demoting, 
suspending, threatening, 
harassing, or any other manner 
discriminating against the 
whistleblower in the work place 
because of any lawful act done with 
protected conduct



COMPLAINT PROCEDURE

• Must follow procedure of SOA

• Provides that a “person who alleges 
discharge or other discrimination by any 
person in violation of subsection (a) may 
seek relief... by... filing a complaint with 
the Secretary of Labor”

• Whistleblower complaints to OSHA 
investigators-DOL



STATUTE OF LIMITATIONS

• 90 days from date of alleged violation

• Employee must file complaint with 
DOL

• Date commences once employee is 
aware or reasonably should be aware 
of employers retaliation



COMPLAINT FILING
• Filed with OSHA area director 

responsible for enforcement activities 
in geographical area where employee 
resides or was employed.  Also may 
be filed with any DOL officer or 
employee.

• No particular form.



INVESTIGATION
Investigation Process

• DOL must notify employer in writing of complaint and 
allegations

• “Sanitized to protect the identity of any confidential 
informant”

• Employer has ten (10) days to submit to DOL written 
statement along with affidavit/documents sustaining 
position

• Employer may also request meeting with DOL to present 
position

• Within 60 days of receiving complaint, DOL MUST
conduct investigation

• Investigation conducted in manner that protects 
confidentiality of persons other than complainant who 
provides information on confidential basis



Completed Investigation

• After investigation, but prior to issuance of findings 
that employer violated Act, DOL will contact 
employer to give notice of substance of relevant 
evidence supporting allegations

• Evidence to include sanitized witness statements, 
to protect identity of confidential informant where 
information was given in confidence

• Employer given the opportunity to submit a written 
response, to meet with the investigators, to 
present statement from witnesses in support of 
position, and to present legal and factual 
arguments



Completed Investigation

• Employer shall present evidence within ten (10) 
days of DOL notification

• After investigation, DOL will issue findings which 
are written that will detail whether reasonable 
cause exist to believe that the employer was 
subjected to unlawful discrimination

• If DOL concludes reasonable cause to believe  a 
violation has occurred, they will issue a 
preliminary order providing appropriate relief

• If DOL finds a violation did not occur, DOL will 
notify parties of that finding



REVIEW OF FINDINGS

• Any party who desires review of 
findings in the preliminary order must 
file objections and request a hearing 
on the record within thirty (30) days



JUDICIAL CAUSE 
OF ACTION 

SHOULD DOL FAIL 
TO TIMELY ACT

• DOL has 180 days to issue a decision 
otherwise the employee may file suit 
in federal district court and obtain the 
same remedies that DOL can award

• Creates federal cause of action



CREATING EFFECTIVE 
WHISTLEBLOWER 

POLICY

• It is anticipated that the number of 
wrongful termination lawsuits will rise 
because a new cause of action is 
created that previously did not exist

• May create bogus claims



PROTECTED 
CONDUCT

• Protection is limited to disclosure made to, 
or investigation conducted by, federal 
authority including Congress or any 
member of Congress

• Employee is protected who provides 
information on an unsolicited basis even in 
the absence of a formal investigation



IN HOUSE REPORTING

• Statue provides protection to employee 
only when employee reports to supervisor 
or such other person working for 
employer who has authority to 
investigate, discover and terminate 
misconduct

• Visible audit committee best to handle 
this in house reporting along with second 
outlet



BURDEN OF PROOF

• Burden of Proof is not high for employee.  
Employee need only show whistleblowing was a 
“contributing factor” in an employer action

• Employer’s burden of “clear and convincing 
evidence” is higher

• Once prima facie case of retaliation is made 
burden of production shifts to employer to 
articulate a legitimate non-discriminatory reason 
for discharging the complainant



BURDEN OF PROOF
• Not clear, but a possible defense may exist if an individual

manager, officer, director, or supervisor harasses an employee in 
violation of SOA. The employer may be entitled to an affirmative
defense if a policy is in place prohibiting harassment that was 
communicated to employees, and the employer took prompt 
remedial action to correct harassment.

• DOL must conduct an investigation after the employee makes a 
prima facie showing that whistleblowing was a contributing 
factor to unfavorable personnel action.

• Statute states that DOL “shall dismiss a complaint . . .and shall 
not conduct an investigation . . . unless the complaint makes a 
prima facie showing that [the protected conducted] was a 
contributing factor in the unfavorable personnel action alleged 
in the complaint.”



PRIMA FACIE
1. Employee engaged in protected activity or conduct
2. Employer knew, actually or constructively, that 

employee engaged in the protective activity
3. Employee suffered an unfavorable personnel action
4. Circumstances were sufficient to raise the inference 

that the protected activity was likely a contributing 
factor

5. “Normally, the burden is satisfied, . . . if the complaint 
shows that the adverse personal action took place 
shortly after the protected activity, giving rise to the 
inference that it was a factor in the adverse action”

6. If employee fails showing, DOL “shall dismiss [the] 
complaint . . . and shall not conduct an investigation”



Also investigation will not be 
conducted if employer 

demonstrates by clear and 
convincing evidence that it 

would have taken same 
unfavorable personnel action in 

absence of complainant, 
protective behavior or conduct



“CRIMINAL”
• Amends the obstruction of justice statue to 

clearly prohibit retaliation against whistleblowers

• Significant implications.  
– Covers disclosure for any violation of federal law
– Not limited to employee reports of criminal corporate 

fraud

– Employers who loose civil whistleblower cases may 
find themselves personally accountable in a 
subsequent criminal proceeding





REMEDIES FOR 
WHISTLEBLOWERS WHO 

SUFFER ADVERSE ACTION
• Entitled to relief necessary to make the employee 

whole
• Remedies include:

1. Reinstatement to same seniority status that 
employee would have had but for the adverse 
employment action

2. Back pay
3. Interest on back pay
4. All compensatory damages to make the employee 

whole
5. “Special damages” which include litigation costs, 

reasonable attorney fees and costs, expert witness 
fees, and “all relief necessary to make the employee 
whole”



•SOA does not provided for 
punitive damages because of 
availability of potential criminal 
penalties

•State statutory claims may allow 
for punitive damages if filed with 
federal action

•SOA does not provided for 
punitive damages because of 
availability of potential criminal 
penalties

•State statutory claims may allow 
for punitive damages if filed with 
federal action



LIMITATION ON 
WHISTLEBLOWER 

PROTECTION
• Protects employee that “reasonably believes” he is 

providing information that constitutes a violation of 
federal securities law or federal law prohibiting fraud 
against shareholders

• For protection employee must reasonably believe that 
the conduct constitutes a violation of law

• If employee falsely or maliciously makes report about 
conduct he/she knew or should have known was not 
violation of law, employee has no protection under 
whistleblower provisions

• Employee need not correctly identify fraud to be 
protected, the threshold is intended to include all good 
faith and reasonable reporting of fraud



INDIVIDUAL LIABILITY 
(CIVIL)

• SOA Applies to any officer, employee, 
contractor, sub-contractor, or agent of 
such company that retaliates against a 
whistleblower

• Language extends to corporate counsel, 
HR, executives, supervisors, managers



INDIVIDUAL 
LIABILITY 

(CRIMINAL)

• Broader and provides protection for 
employees who provide information on 
any federal offense.

• Applies to “any person.”



EMPLOYERS MAY RECOVER 
FOR FRIVOLOUS CLAIMS

• If DOL investigation 
finds the claim 
frivolous or brought in 
bad faith employer 
may obtain reasonable 
attorney fees not to 
exceed $1,000.00 
(ouch)



ROLE OF AUDIT COMMITTEE
• SOA requires audit 

committee to establish 
procedures for 
investigation of 
complaints including 
confidential and 
anonymous information

• SOA does not 
specifically set forth 
audit committee’s role



ROLE OF AUDIT 
COMMITTEE

• SOA prohibits listing of securities for companies 
that fail to:

1. Investigate complaints by whistleblower 
regarding auditing matters; and

2. Treat as confidential anonymous submissions 
by employees of information regarding 
questionable accounting or auditing matters.

• This authority requires the audit committee to take 
an active role in oversight responsibilities



STEPS TO MODIFY 
COMPANY POLICY 

PRACTICES
1. ESTABLISH OPEN DOOR POLICY FOR REPORTS 

OF CORPORATE FRAUD
• Review, revise or create policies that reflect SOA with 

regards to accounting and auditing matters or that will 
need confidential anonymous complaint procedure 
capable of receiving and acting on complaints

• SOA requires the establishment of the audit committee 
for employees to anonymously report concerns about 
questionable accounting or auditing matters

• This particular hotline should be dedicated and not a 
place where employees vent general complaints not 
dealing with corporate fraud



STEPS TO MODIFY 
COMPANY POLICY 

PRACTICES
2. ESTABLISH COMPLAINT AND INVESTIGATION 

PROTOCOL TO ASSURE INDEPENDENT 
INVESTIGATION

• Avoid conflict of interest
• Do not ask employee to investigate own boss
• To ensure the person to whom report is made is not 

involved, needs to be second entity/person to whom 
reports can be made

• Report to audit committee or its designee which 
may be employee acting as ombudsman or third 
party



STEPS TO MODIFY COMPANY 
POLICY PRACTICES

3. CREATE ETHICS AND CONFLICT OF INTEREST 
POLICY

• SOA requires code of ethics for senior financial officers and 
code of ethics meant to promote the following:

1. Honest and ethical conduct, including the ethical handling of 
actual or apparent conflicts of interest between personal and 
professional relationships;

2. Full, fair, accurate, timely, and understandable disclosure in 
reports and documents that a company files with or submits 
to the SEC and in other public communications made by the 
company;

3. Compliance with applicable governmental laws, rules, and 
regulations;

4. Prompt internal reporting of violations of the code to an 
appropriate person or person identified in the code.



STEPS TO MODIFY 
COMPANY POLICY 

PRACTICES
4. COMMUNICATE POLICY PROHIBITING 

RETALIATION
• Message to be communicated to employees in 

writing for training
• Amend or adopt code of conduct to indicate that 

all officers, directors and employees are 
required to report or cause to be reported 
information and assist in any investigation by 
regulatory or law enforcement agency, elected 
official, or others responsible for matters 
concerning fraud



STEPS TO MODIFY 
COMPANY POLICY 

PRACTICES
4. COMMUNICATE POLICY PROHIBITING 

RETALIATION
• Code should spell out specifically what conduct is 

protected and prohibited
• Code should provide that company will not retaliate 

against an officer, director, or employee who files, 
causes to be filed, testifies, participate in, or 
otherwise assist in a proceeding filed or about to be 
filed regarding any matter concerning fraud

• Code should explain company will maintain, if 
employee desires, the anonymity of the employee 
and the confidentiality in the information reported



STEPS TO MODIFY COMPANY 
POLICY PRACTICES

5. CREATE OR AMEND DOCUMENT RETENTION  
POLICY

• SOA makes it unlawful not only to destroy and 
conceal a document but to falsify or to make a false 
entry in a document

• Employers should exercise caution in creating 
documents that relate to an employee after 
whistleblowing has occurred because act makes it 
unlawful for employer to falsify or make a false entry 
in a document



STEPS TO MODIFY COMPANY 
POLICY PRACTICES

6. TRAIN EMPLOYEES ON ANTI-RETALIATION 
COMMITMENT

• Employees need to understand stakes are high with 
criminal penalties

• Establish or re-issue policies pertaining to retaliation, 
communicate the policies to all employees, and train 
supervisors on the appropriate response to employee 
complaints

• Policies on harassment or retaliation includes prohibitions 
for harassment or retaliation against whistleblowers

• Educate officers, managers, supervisors and HR 
representatives about SOA

• Training of employees who have responsibility or authority 
to terminate, demote or reassign employees must be aware 
of whistleblower provisions



STEPS TO MODIFY COMPANY 
POLICY PRACTICES

7. MONITOR COMPLIANCE
• Designation of compliance officer 

responsible for implementing the program 
and over seeing matter

8. BACKGROUND CHECKS
• Conduct due diligence to avoid hiring 

employees prone to fraud
9. INSURANCE

• Determine if insurance policies covers 
officers, managers, and employees accused 
of violation of whistleblower provisions



STEPS TO MODIFY COMPANY 
POLICY PRACTICES

10. SERIOUS INVESTIGATION
• Investigate all complaints seriously
• Be ready to prove by clear and convincing 

evidence that any employment action taken 
against whistleblowing employee will not 
have been taken in the absents of such 
conduct:
• document performance
• misconduct
• other employment issues on an ongoing basis



STEPS TO MODIFY COMPANY 
POLICY PRACTICES

11. LOOK BEFORE YOU LEAP
• Consult with counsel before 

terminating employee who has 
complained about securities fraud or 
other related matters and obtain legal 
advice before termination

12. CREATE OPEN CORPORATE 
CULTURE

• Congress changes attitudes with carrot 
& stick approach



UNRESOLVED 
ISSUES

• SOA creates powerful new weapon 
for employees of publicly traded 
companies but also leaves open 
issues that will be resolved in time



ALLEGATIONS
• Question of “reasonable belief” in allegations of 

proper application of generally accepted 
accounting principals may be open for different 
interpretations.  If “reasonable belief” provision is 
interpreted through case law to broadly, 
potentially honest disagreement between co-
workers might be characterized as 
whistleblowing in order to support law suit for 
damages



DAMAGE SCOPE
• Statue provides for “all relief 

necessary to make the 
employee whole”.  Might be 
interpreted to include damages 
for emotional distress which 
would add unpredictability to 
employers exposure.  Another 
issue is whether future lost 
earning may be award in lieu of 
reinstatement



EMPLOYER 
DEFENSES

• No affirmative defense in statue.  However 
the Supreme Court has created affirmative 
defense for employers in context of Title 
VII harassment claims.  Employer may 
limit exposure by maintaining effective 
procedure



CONCLUSION

• Corporate culture of 
openness will 
provide management 
with an early warning 
system of problems 
before outside 
regulators or law 
enforcement become 
involved.


